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▪ Analyzing monitoring results gives Pomona College the capability to maintain awareness of 

the risk being incurred, highlight the need to revisit other steps in the risk management 

process, and initiate process improvement activities as needed.   

RISK TOLERANCE  

❖ Risk tolerance is the level of risk, or degree of uncertainty, that is acceptable to Pomona College.   

❖ 
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